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is Kaspersky Small Office Security right for my business?
Kaspersky Small Office Security is specifically designed for businesses with up to 25 Windows 
computers and up to 3 file servers.

With Kaspersky, you can:

•	 Centrally	manage	your	office’s	computer	security	policies	from	a	single	PC	on	your	network.
•	 Protect	your	business	data	from	malware	and	theft	—	and	secure	your	online	transactions.
•	 Control	employees’	online	access,	and	restrict	which	software	applications	you	allow	in	your workplace.	
•	 Create	and	view	reports	easily	and	quickly	from	a	single	screen	on	your	PC.	
•	 Protect	Android	smartphones	and	tablets.
•	 Install,	configure	and	use	your	new	security	software	easily	and	quickly,	with	no	special	training.	

is Kaspersky Small Office Security a cost-effective solution?
Kaspersky Small Office Security is packed with features that strengthen your security, increase 
productivity and protect your hard-earned money from theft.
•	 Our	unique	‘Safe	Money’	technology	protects	your	financial	transactions	from	online	thieves.
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is Kaspersky Small Office Security difficult to install? 
Not at all.
•	 Kaspersky	Small	Office	Security	was	purpose-built	for	busy	professionals	like	you.	We	know	you	don’t	always	

have	the	time	or	the	technical	background	needed	to	implement	complex	security	measures.	
•	 Kaspersky’s	advanced	technology	is	easy	to	deploy	through	a	simple	installation	process	that	anyone	can	

use —	and	completes	in	minutes.
•	 Wizards	and	short	instructions	are	there	to	help	remove	any	existing	anti-malware	product,	set	policies,	and	

deploy	to	multiple	users.	

can Kaspersky Small Office Security protect my data from hackers and phishing?
it can and will.
•	 Kaspersky’s	firewall	provides	a	secure	perimeter	around	your	system,	keeping	hackers	out.	
•	 Safe	Money	technology	identifies	and	blocks	financial	phishing	sites.
•	 Secure	and	virtual	keyboard	functions	prevent	online	thieves	from	recording	your	keystrokes.
•	 Your	data	is	protected	even	when	stored	on	Android	mobile	phones	and	tablets	used	in	your	business.		
•	 File	and	folder	encryption	means	that	even	stolen	or	lost	data	is	protected	and	unreadable	by	others.

What about Kaspersky Endpoint Security for Business? isn’t that designed for businesses too?
Yes. You should consider Kaspersky Endpoint Security for Business if any of the following applies: 
•	 Your	business	will	expand	beyond	25	users	or	3	servers	in	the	near	future.		
•	 Your	industry	or	trade	association	requires	full-disk	encryption	for	compliance.
•	 Your	mobile	device	security	and	management	needs	extend	beyond	Android	devices.
•	 You	have	virtual	servers	or	desktop	machines.	
•	 Your	network	contains	a	mixture	of	Mac,	Linux	and/or	Windows	machines.	
•	 You	have	your	own	mail	or	proxy	server.

Visit www.kaspersky.com for more information on Kaspersky Small Office 
Security and Kaspersky Endpoint Security for Business. 
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•	 You	can	keep	your	employees	more	productive	
by	controlling	web usage	and	instant	messaging	
activities —	so	it’s	not	on your	time!	

•	 From	a	single	administrative	screen,	you	can	configure	
and	control	your	policies	from	any	PC	on	your	network —	
so	no	time is	wasted	running	around	between	
workstations.		

•	 Advanced	security	features,	like	real-time	protection	and	
encryption,	assure	your	customers	that	their	data	is	safe	
with	you —	increasing	your	sales	potential	and	customer	
satisfaction.	

You can trust Kaspersky Small Office Security to handle 
your security, leaving you free to run your business.


