
Kaspersky Security for Virtualization

Kaspersky Lab’s virtualization security solution offers two different solutions: 
Kaspersky Security for Virtualization - Agentless and Kaspersky Security for 
Virtualization - Light Agent

Why use Kaspersky Lab’s Kickoff Remote Services?

Accessing your environment remotely, our experts will guide you through the installation and configuration of your 
Kaspersky Lab applications. We’ll show you the best practices and most efficient use of all the protection features. At 
the end of the engagement you will have an optimized configuration of Kaspersky Lab applications that will minimize 
disruptions and enhance security for your virtual environment.

Your Kaspersky Lab-Certified Professional will ... 

• Provide an overview of the features and functions of the Kaspersky software you have licensed.
• Ensure that all system requirements and environment pre-requisites for the selected virtualization solution 

are in place.
• Show you best practices and guide you in the deployment to a representative subset of your environment. 
• Backup and restore of settings when performing an upgrade to a new version of your Kaspersky software*

• Kaspersky Security Center administrative console*  
• Virtual Environment readiness for KSV deployment
• File-level anti-malware protection
• Network-level protection
• Testing Real-Time Protection with Eicar test virus 

• Cloud resources via Kaspersky Security Network 
• Application, Web and Device Control
• Systems Configuration and Deployment
• Application Whitelisting 

Included demonstrations and reviews:

AO Kaspersky Lab
500 Unicorn Park, 3rd Floor Woburn, MA 01801 USA
Tel: 866-563-3099 | Email: corporatesales@kaspersky.com
usa.kaspersky.com | securelist.com

For additional information or questions about Kaspersky Lab’s on-the-job 
training services, please email us at corporatesales@kaspersky.com.

*Limited to Kaspersky Security for Virtualization.
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