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Обучение 
международного 
уровня для 
безопасного будущего



Тренинги и консультации по кибербезопасности, а также анализ угроз помогают 
давнему партнеру «Лаборатории Касперского» укрепить защиту и реализовать 
свои планы, в том числе — создать собственный центр мониторинга 
и реагирования

CyberGuard Technologies — независимая специализированная компания по кибербезопасности, 
входящая в холдинг OGL Computer Services Group

В 2016 году руководство холдинга OGL приняло стратегическое 
решение: создать подразделение, которое будет предоставлять 
специализированные экспертные знания, продукты и услуги 
в области кибербезопасности, чтобы помогать организациям 
защищаться от все более многочисленных и изощренных 
кибератак. Так появилась компания CyberGuard Technologies.

В OGL работают почти 300 специалистов, которые предоставляют 
разнообразные IT-продукты и услуги более чем 1200 клиентам 
по всей Великобритании. Это один из двух поставщиков 
IT‑решений в стране, имеющих престижный партнерский 
статус Platinum «Лаборатории Касперского», и единственный, 
кто предлагает своим клиентам полный спектр управляемых 
IT‑услуг (MSP).

Ситуация
Технический директор Пол Колвелл так объясняет причины 
создания CyberGuard Technologies: «За годы работы с данными 
клиентов мы накопили большой опыт. Однако мы предлагали 
базовые, стандартные услуги в области кибербезопасности. 
А нам хотелось пойти гораздо дальше и начать предоставлять 
специализированные, передовые услуги, адаптированные 
к индивидуальным потребностям клиентов.

Защита от киберугроз представляет собой крупнейшую проблему, 
которая стоит перед всеми предприятиями, и крупными, и малыми. 
Наша философия заключается в том, что если мы собираемся 
что‑то делать, мы намерены сделать это как можно лучше. Поэтому 
мы решили собрать команду экспертов, которая сосредоточится 
исключительно на кибербезопасности».

Запуск CyberGuard также позволил OGL выделиться среди 
конкурентов и придал ей маркетинговый импульс на этапе, когда 
компания, пользующаяся авторитетом среди малых и средних 
предприятий, в своей стратегии роста стала ориентироваться 
на более крупный бизнес.

Пол Колвелл добавляет: «Мы уже много лет поддерживаем 
плодотворные партнерские отношения с «Лабораторией 
Касперского». Ее продукты, такие как решение для защиты 
рабочих мест, легли в основу нашей работы с сотнями клиентов. 
«Лаборатория Касперского» сыграла критически важную роль для 
роста и развития нашей компании.

Она обладает передовым опытом в области безопасности, 
и мы всецело доверяем ее технологиям. Поэтому мы были 
уверены, что она внесет важный вклад в успех CyberGuard 
Technologies, и наши ожидания оправдались».

Профиль клиента
•	 Отрасль: услуги 

кибербезопасности

•	 Головной офис расположен 
недалеко от Бирмингема 
(Великобритания)

•	 Один из двух партнеров 
«Лаборатории Касперского» 
в Великобритании со статусом 
Platinum

•	 Использует решения Kaspersky 
Cybersecurity Training, Kaspersky 
Threat Intelligence и Kaspersky 
Endpoint Security

Тренинг был 
превосходным. 
Особенно впечатлило 
то, что «Лаборатория 
Касперского» 
привлекла к его 
проведению своих 
самых выдающихся 
экспертов

Пол Колвелл 
Т ехнический директор 
CyberGuard Technologies



Решение «Лаборатории 
Касперского»
CyberGuard перечисляет три важных направления партнерства 
с «Лабораторией Касперского», которые обеспечили прочный 
фундамент для нового бизнеса.

лет на рынке
40+

сотрудников
280

годовой прибыли
£22 млн

Надежное 
партнерство
Важным условием развития 
бизнеса является создание 
безопасной цифровой среды, 
и для достижения этой цели 
компания выбрала решения 
«Лаборатории Касперского».

Кибербезопасность — основа 
корпоративной стратегии. 
Бизнес стремится быть на 
шаг впереди во всех аспектах 
своей деятельности: в аудите, 
управлении рисками и 
соблюдении нормативных 
требований. Компания 
опирается на накопленный 
мировой опыт, чтобы 
поддерживать эффективность 
и прозрачность своих 
бизнес‑операций.

Создание центра 
мониторинга и реагирования 
(SOC), вокруг которого 
строится повседневная 
деятельность CyberGuard

Широкое применение портфолио передовых решений 
«Лаборатории Касперского» в области кибербезопасности

Экспертное обучение для 
повышения квалификации 
сотрудников и руководителей 
центра

1

3
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Пол Колвелл объясняет: «Менеджер «Лаборатории Касперского» 
по работе с партнерами очень помог нам при создании центра 
мониторинга и реагирования. Хотя у нас уже был солидный опыт 
в области кибербезопасности, мы хотели ускорить приобретение 
навыков и поднять планку еще выше.

Обсудив с «Лабораторией Касперского» как лучше всего подойти 
к этому вопросу, мы решили использовать ее учебные программы 
по кибербезопасности для развития наших сотрудников 
и обогащения наших команд лучшими и наиболее современными 
знаниями и навыками.

Мы выбрали два тренинга из предложенных нашими 
партнерами вариантов. Первый, «Эффективное обнаружение 
угроз с помощью YARA», расширил возможности нашего 
центра по поиску и выявлению изощренных киберугроз. 
Затем, научившись выявлять эти угрозы, мы прошли тренинг 
по реагированию на инциденты, чтобы лучше с ними справляться 
и помогать клиентам принимать необходимые меры для защиты 
своих систем в будущем».



Отличный сервис
Для CyberGuard было важно обеспечить постоянный стандарт 
качества обслуживания независимо от уровня инцидента. 
Поэтому руководство настояло, чтобы все сотрудники центра 
мониторинга и реагирования компании прошли одинаковую 
подготовку на продвинутом уровне обучения.

«Обучение было превосходным. Особенно впечатлило то, что 
«Лаборатория Касперского» привлекла к его проведению своих 
самых выдающихся экспертов. Мы также пригласили некоторых 
клиентов присоединиться к нам, чтобы они могли лично убедиться 
в ценности этих занятий и увидеть, что CyberGuard привержена 
своим целям не только на словах», — говорит Пол Колвелл.

В основе ноу-хау CyberGuard в области кибербезопасности 
лежит автоматизированное использование уникального 
«Лаборатории Касперского» — Kaspersky Threat Intelligence. 
Kaspersky Threat Intelligence обеспечивает мгновенный доступ 
к детальной информации о новейших угрозах, а также к наиболее 
эффективным стратегиям и контрмерам для противодействия 
кибератакам.

«Так мы лучше понимаем угрозы, с которыми сталкиваются наши 
клиенты, — объясняет Пол Колвелл. — Когда приходит уведомление 
об угрозе, хорошо иметь надежный источник дополнительных 
данных о ней. Это позволяет сформировать полную картину 
инцидента и понять, какой урок мы можем из него извлечь».

Результаты
Спустя два с половиной года после создания CyberGuard 
Technologies в ее центре мониторинга и реагирования работают 
12 человек. Компания динамично развивается, привлекая новых 
клиентов по всей Великобритании, включая две организации 
из индекса FTSE 50.

Решение о создании независимого подразделения 
по кибербезопасности продолжает приносить дивиденды OGL, 
поскольку оба юридических лица способствуют развитию друг 
друга.

«Мы чувствуем, что нашли формулу победы, — заключает Пол 
Колвелл. — Мы продолжим наращивать наши знания и развивать 
наши навыки с помощью «Лаборатории Касперского». Сейчас 
мы активно рассматриваем возможность расширить применение 
ее опыта, например, за счет использования аналитических отчетов 
об APT-угрозах и обучения цифровой криминалистике.

У нас отличные отношения с партнером. «Лаборатория 
Касперского» оперативно знакомит нас со своими новыми 
разработками, а информация, которую мы узнаем на ежегодной 
конференции для европейских партнеров, всегда помогает нам 
оставаться впереди конкурентов».

Уверенность

Уникальная ценность

Качество
Уровень обслуживания, 
обеспечиваемый специалистами 
SOC, неизменно соответствует 
заявленным стандартам

Эффективная 
аналитика
Доступ к экспертной аналитике 
угроз в режиме реального времени

Профессиональное обучение

Отношения, построенные 
на доверии и взаимопонимании

Передовые технологии для 
решения проблем клиентов

Экспертные консультации

Надежные решения
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